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Политика обработки персональных данных

в Ассоциации «НМЦ»

**1. Общие положения.**

1.1. Настоящая Политика обработки персональных данных (далее – Политика) разработана в соответствии с положениями [Конституции](https://study.garant.ru/#/document/10103000/entry/0) Российской Федерации, [Трудового кодекса](https://study.garant.ru/#/document/12125268/entry/0) Российской Федерации, [Федерального закона](https://study.garant.ru/#/document/12148555/entry/0) от 27 июля 2006 г. N 149-ФЗ "Об информации, информационных технологиях и о защите информации", [Федерального закона](https://study.garant.ru/#/document/12148567/entry/0) от 27 июля 2006 г. N 152-ФЗ "О персональных данных", определяет порядок сбора, учета, обработки, накопления, использования, распространения и хранения персональных данных и действует в отношении всех персональных данных, обрабатываемых в Ассоциации «НМЦ» (далее – учреждение).

1.2. Политика устанавливает:

- цели обработки персональных данных;

- принадлежность персональных данных;

- перечень действий с персональными данными и способы их обработки

- общие принципы обработки персональных данных;

- условия обработки персональных данных и обеспечение их конфиденциальности;

- права субъектов персональных данных и учреждения;

- меры по обеспечению безопасности персональных данных.

1.3. Политика определяет принципы, порядок и условия обработки персональных данных пациентов и работников учреждения, с целью обеспечения защиты прав и свобод человека и гражданина при обработке его персональных данных, в том числе защиты прав на неприкосновенность частной жизни.

1.4. Положения настоящей Политики являются основой для организации работы по обработке персональных данных, разработки внутренних нормативных документов, регламентирующих порядок обработки персональных данных.

1.5. Ассоциация «НМЦ» (далее по тексту — Учреждение) является оператором персональных данных, самостоятельно или совместно с другими лицами организующее и осуществляющее обработку персональных данных, а также определяющее цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными, а также обеспечивает защиту прав и свобод субъектов при обработке их персональных данных и принимает меры для обеспечения выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами.

1.6. Настоящая Политика является общедоступной, размещается в открытом доступе (на официальном сайте, стендах информирования и т.п.).

**2. Основные понятия.**

2.1. В настоящей Политике используются следующие основные понятия:

**- персональные данные** - любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных);

-  **персональные данные, разрешенные субъектом персональных данных для распространения -** персональные данные, доступ неограниченного круга лиц к которым предоставлен субъектом персональных данных путем дачи согласия на обработку персональных данных, разрешенных субъектом персональных данных для распространения [в порядке](https://study.garant.ru/#/document/12148567/entry/1010), предусмотренном Федеральным законом;

**- оператор (учреждение)** - государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными

**- специальные категории персональных данных** — персональные данные субъектов персональных данных, касающиеся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, состояния здоровья, интимной жизни, судимости.

**- субъекты персональных данных** — граждане, пациенты, работники Ассоциации «НМЦ», сотрудники оператора;

- у**четная запись пользователя** — совокупность персональных данных, хранимая на серверах Ассоциации «НМЦ»

**- обработка персональных данных** - любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;

**- автоматизированная обработка персональных данных** - обработка персональных данных с помощью средств вычислительной техники;

-  **распространение персональных данных** - действия, направленные на раскрытие персональных данных неопределенному кругу лиц;

**- предоставление персональных данных** - действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц;

**- блокирование персональных данных** - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);

**- уничтожение персональных данных** - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;

**- обезличивание персональных данных** - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;

**- информационная система персональных данных** - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств;

**- трансграничная передача персональных данных** - передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу;

**- конфиденциальность персональных данных** — обязательное для соблюдения оператором требование не раскрывать третьим лицам и не допускать распространения персональных данных без согласия субъектов персональных данных или наличия иного законного основания;

**- защита персональных данных** — деятельность оператора, направленная на предотвращение утечки защищаемых персональных данных, несанкционированных и непреднамеренных воздействий на защищаемые персональные данные.

**3. Основания и цели обработки персональных данных**

3.1. Учреждение осуществляет обработку персональных данных в соответствии с требованиями следующих документов:

- Конституции Российской Федерации, принята всенародным голосованием 12 декабря 1993 года;

- Гражданского кодекса Российской Федерации;

- Налогового кодекса Российской Федерации;

- Трудового кодекса Российской Федерации;

- Федерального закона от 27 июля 2006 года № 152-ФЗ «О персональных данных»;

- Федерального закона от 21 ноября 2011 года № 323-ФЗ «Об основах охраны здоровья граждан в Российской Федерации»;

- Федерального закона от 29 ноября 2010 года № 326-ФЗ «Об обязательном медицинском страховании в Российской Федерации»;

- Федерального закона от 3 июля 2016 г. N 250-ФЗ "О внесении изменений в отдельные законодательные акты Российской Федерации и признании утратившими силу отдельных законодательных актов (положений законодательных актов) Российской Федерации в связи с принятием Федерального закона "О внесении изменений в части первую и вторую Налогового кодекса Российской Федерации в связи с передачей налоговым органам полномочий по администрированию страховых взносов на обязательное пенсионное, социальное и медицинское страхование";

- Устава учреждения;

- Лицензии на осуществление медицинской деятельности.

3.2. Обработка персональных данных осуществляется с целью:

- исполнения требований законодательства Российской Федерации;

- защиты законных прав и интересов граждан при оказании медицинской помощи и медицинских услуг, проведении медицинских осмотров и установления медицинского диагноза;

- исполнения договорных обязательств перед учреждениями и организациями, заключившими договора на оказание медицинских услуг своим сотрудникам,

- осуществления и выполнения, возложенных законодательством Российской Федерации, на оператора функций, полномочий и обязанностей по выполнению трудового законодательства, осуществления бухгалтерской и кадровой деятельности.

**4. Состав и принадлежность персональных данных**

4.1. В учреждении обрабатываются следующие персональные данные:

- специальная категория персональных данных, касающейся состояния здоровья субъектов персональных данных, не являющихся сотрудниками оператора;

- иная категория персональных данных сотрудников оператора.

4.2. Состав персональных данных определяется порядком ведения документации и формами учета, утвержденными законодательством Российской Федерации и иными нормативно правовыми актами, регламентирующими деятельность учреждения.

4.3. Персональные данные принадлежат:

- физическим лицам — гражданам Российской Федерации, проходящим медицинские осмотры, обследования, лечение;

- работникам учреждения – гражданам Российской Федерации, состоящим в трудовых отношениях с учреждением.

**5. Перечень действий с персональными данными, описание способов обработки персональных данных**

5.1. Перечень действий, осуществляемых с персональными данными:

- сбор персональных данных;

- запись персональных данных;

- систематизация персональных данных;

- накопление персональных данных;

- хранение персональных данных;

- уточнение (обновление, изменение) персональных данных;

- извлечение персональных данных;

- использование персональных данных;

- передача (распространение, предоставление, доступ) персональных данных;

- обезличивание персональных данных;

- блокирование персональных данных;

- удаление персональных данных;

- уничтожение персональных данных.

5.2. Обработка персональных данных осуществляется путем:

- получения информации, содержащей персональные данные, в устной и (или) письменной форме непосредственно от субъектов персональных данных;

- предоставления субъектами персональных данных оригиналов и/или копий необходимых документов;

- копирования документов;

- получения персональных данных при направлении запросов в органы государственной власти, государственные внебюджетные фонды, иные государственные органы, коммерческие и некоммерческие организации, физическим лицам в случаях и порядке, предусмотренных законодательством Российской Федерации;

- получения (передачи) персональных данных от других (другим) учреждениям здравоохранения;

- фиксации (регистрации) персональных данных в журналах, книгах, реестрах и других учетных формах;

- внесения персональных данных в информационные системы персональных данных;

- использования иных средств и способов фиксации персональных данных, получаемых в рамках осуществляемой деятельности.

5.3. Способы обработки персональных данных:

Обработка персональных данных осуществляется с помощью средств вычислительной техники (автоматизированная обработка) либо при непосредственном участии человека без использования средств вычислительной техники (неавтоматизированная обработка).

В соответствии с требованиями Федерального закона от 21 ноября 2011 года № 323-ФЗ «Об основах охраны здоровья граждан в Российской Федерации» учреждение имеет право создавать локальные информационные системы, содержащие данные о пациентах и об оказываемых им медицинских услугах, с соблюдением установленных законодательством Российской Федерации требований о защите персональных данных и соблюдением врачебной тайны.

Автоматизированная обработка персональных данных осуществляется в многопользовательском режиме с разграничением прав доступа, информация доступна лишь для строго определенных сотрудников.

5.4. Доступ к обработке персональных данных:

К обработке персональных данных допускаются только те работники учреждения, доступ которых к персональным данным, необходим для исполнения ими служебных (трудовых) обязанностей. Указанные работники имеют право получать только те персональные данные и в том объеме, которые необходимы им для выполнения своих служебных (трудовых) обязанностей.

Работники учреждения, допущенные к обработке персональных данных, информируются об условиях и правилах обработки персональных данных, режимах защиты информационных систем персональных данных, порядке хранения материальных носителей персональных данных.

Работниками учреждения даются письменные обязательства о неразглашении персональных данных и конфиденциальной информации, соблюдении врачебной тайны.

**6. Принципы обработки персональных данных**

6.1. Обработка персональных данных в учреждении осуществляется с соблюдением принципов и правил, предусмотренных Федеральным законом «О персональных данных», и учитывает необходимость обеспечения защиты прав и свобод субъектов персональных данных, в том числе защиты права на неприкосновенность частной жизни, личную и семейную тайны, в том числе:

- обработка персональных данных должна осуществляться на законной и справедливой основе;

- обработка персональных данных должна ограничиваться достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных;

- не допускается объединение баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой;

- обработке подлежат только персональные данные, которые отвечают целям их обработки;

- содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки;

- при обработке персональных данных должны быть обеспечены точность персональных данных, их достаточность, а в необходимых случаях и актуальность по отношению к целям обработки персональных данных. Оператор должен принимать необходимые меры либо обеспечивать их принятие по удалению или уточнению неполных или неточных данных;

- хранение персональных данных должно осуществляться в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом.

- соответствия объема и характера обрабатываемых персональных данных, способов обработки персональных данных целям обработки персональных данных;

- обеспечение надлежащей защиты персональных данных;

- обеспечение конфиденциальности обрабатываемых персональных данных.

**7. Условия обработки персональных данных**

7.1. Обработка персональных данных должна осуществляться с соблюдением принципов и правил, предусмотренных Федеральным законом «О персональных данных». Обработка персональных данных допускается в следующих случаях:

1) обработка персональных данных осуществляется с согласия субъекта персональных данных на обработку его персональных данных;

2) обработка персональных данных необходима для достижения целей, предусмотренных международным договором Российской Федерации или законом, для осуществления и выполнения возложенных законодательством Российской Федерации на оператора функций, полномочий и обязанностей;

3) обработка персональных данных осуществляется в связи с участием лица в конституционном, гражданском, административном, уголовном судопроизводстве, судопроизводстве в арбитражных судах;

3.1) обработка персональных данных необходима для исполнения судебного акта, акта другого органа или должностного лица, подлежащих исполнению в соответствии с [законодательством](https://study.garant.ru/#/document/12156199/entry/3) Российской Федерации об исполнительном производстве (далее - исполнение судебного акта);

4) обработка персональных данных необходима для исполнения полномочий федеральных органов исполнительной власти, органов государственных внебюджетных фондов, исполнительных органов государственной власти субъектов Российской Федерации, органов местного самоуправления и функций организаций, участвующих в предоставлении соответственно государственных и муниципальных услуг, предусмотренных [Федеральным законом](https://study.garant.ru/#/document/12177515/entry/0) от 27 июля 2010 года N 210-ФЗ "Об организации предоставления государственных и муниципальных услуг", включая регистрацию субъекта персональных данных на едином портале государственных и муниципальных услуг и (или) региональных порталах государственных и муниципальных услуг;

5) обработка персональных данных необходима для исполнения договора, стороной которого либо выгодоприобретателем или поручителем по которому является субъект персональных данных, а также для заключения договора по инициативе субъекта персональных данных или договора, по которому субъект персональных данных будет являться выгодоприобретателем или поручителем. Заключаемый с субъектом персональных данных договор не может содержать положения, ограничивающие права и свободы субъекта персональных данных, устанавливающие случаи обработки персональных данных несовершеннолетних, если иное не предусмотрено законодательством Российской Федерации, а также положения, допускающие в качестве условия заключения договора бездействие субъекта персональных данных;

6) обработка персональных данных необходима для защиты жизни, здоровья или иных жизненно важных интересов субъекта персональных данных, если получение согласия субъекта персональных данных невозможно;

7) обработка персональных данных необходима для осуществления прав и законных интересов оператора или третьих лиц, в том числе в случаях, предусмотренных [Федеральным законом](https://study.garant.ru/#/document/71433918/entry/0) "О защите прав и законных интересов физических лиц при осуществлении деятельности по возврату просроченной задолженности и о внесении изменений в Федеральный закон "О микрофинансовой деятельности и микрофинансовых организациях", либо для достижения общественно значимых целей при условии, что при этом не нарушаются права и свободы субъекта персональных данных;

8) обработка персональных данных необходима для осуществления профессиональной деятельности журналиста и (или) законной деятельности средства массовой информации либо научной, литературной или иной творческой деятельности при условии, что при этом не нарушаются права и законные интересы субъекта персональных данных;

9) обработка персональных данных осуществляется в статистических или иных исследовательских целях, за исключением целей, указанных в [статье 15](https://study.garant.ru/#/document/12148567/entry/15) настоящего Федерального закона, при условии обязательного обезличивания персональных данных;

9.1) обработка персональных данных, полученных в результате обезличивания персональных данных, осуществляется в целях повышения эффективности государственного или муниципального управления, а также в иных целях, предусмотренных [Федеральным законом](https://study.garant.ru/#/document/73945195/entry/0) от 24 апреля 2020 года N 123-ФЗ "О проведении эксперимента по установлению специального регулирования в целях создания необходимых условий для разработки и внедрения технологий искусственного интеллекта в субъекте Российской Федерации - городе федерального значения Москве и внесении изменений в статьи 6 и 10 Федерального закона "О персональных данных" и [Федеральным законом](https://study.garant.ru/#/document/74451176/entry/0) от 31 июля 2020 года N 258-ФЗ "Об экспериментальных правовых режимах в сфере цифровых инноваций в Российской Федерации", в порядке и на условиях, которые предусмотрены указанными федеральными законами;

10) осуществляется обработка персональных данных, [подлежащих опубликованию](https://study.garant.ru/#/document/402805138/entry/1000) или обязательному раскрытию в соответствии с федеральным законом.

7.2. Обработка персональных данных субъектов, проходящих медицинские осмотры, медицинские исследования и лечение осуществляется без согласия субъектов персональных данных в следующих случаях:

- обработка персональных данных необходима для исполнения договора, стороной которого либо выгодоприобретателем или поручителем, по которому, является субъект персональных данных, а также для заключения договора по инициативе субъекта персональных данных или договора, по которому субъект персональных данных будет являться выгодоприобретателем или поручителем;

- обработка персональных данных осуществляется в медико-профилактических целях, в целях установления медицинского диагноза, оказания медицинских и медико-социальных услуг при условии, что обработка персональных данных осуществляется лицом, профессионально занимающимся медицинской деятельностью и обязанным в соответствии с законодательством Российской Федерации сохранять врачебную тайну;

- обработка персональных данных осуществляется в соответствии с законодательством о государственной социальной помощи, трудовым законодательством, законодательством Российской Федерации о пенсиях по государственному пенсионному обеспечению, о трудовых пенсиях;

- обработка персональных данных осуществляется в соответствии с законодательством об обязательных видах страхования, со страховым законодательством

7.3. Особенности обработки специальных категорий персональных данных, а также биометрических персональных данных устанавливаются соответственно [статьями 10](https://study.garant.ru/#/document/12148567/entry/10) и 11 Федерального закона «О персональных данных».

7.4. Оператор вправе поручить обработку персональных данных другому лицу с согласия субъекта персональных данных, если иное не предусмотрено федеральным законом, на основании заключаемого с этим лицом договора, в том числе государственного или муниципального контракта, либо путем принятия государственным органом или муниципальным органом соответствующего акта (далее - поручение оператора). Лицо, осуществляющее обработку персональных данных по поручению оператора, обязано соблюдать принципы и правила обработки персональных данных, предусмотренные настоящим Федеральным законом, соблюдать конфиденциальность персональных данных, принимать необходимые меры, направленные на обеспечение выполнения обязанностей, предусмотренных настоящим Федеральным законом. В поручении оператора должны быть определены перечень персональных данных, перечень действий (операций) с персональными данными, которые будут совершаться лицом, осуществляющим обработку персональных данных, цели их обработки, должна быть установлена обязанность такого лица соблюдать конфиденциальность персональных данных, требования, предусмотренные [частью 5 статьи 18](https://study.garant.ru/#/document/12148567/entry/41815) и [статьей 18.1](https://study.garant.ru/#/document/12148567/entry/181) Федерального закона «О персональных данных», обязанность по запросу оператора персональных данных в течение срока действия поручения оператора, в том числе до обработки персональных данных, предоставлять документы и иную информацию, подтверждающие принятие мер и соблюдение в целях исполнения поручения оператора требований, установленных в соответствии с настоящей статьей, обязанность обеспечивать безопасность персональных данных при их обработке, а также должны быть указаны требования к защите обрабатываемых персональных данных в соответствии со [статьей 19](https://study.garant.ru/#/document/12148567/entry/19) Федерального закона «О персональных данных», в том числе требование об уведомлении оператора о случаях, предусмотренных [частью 3.1 статьи 21](https://study.garant.ru/#/document/12148567/entry/2131) Федерального закона «О персональных данных».

7.5. Лицо, осуществляющее обработку персональных данных по поручению оператора, не обязано получать согласие субъекта персональных данных на обработку его персональных данных.

7.6. В случае, если оператор поручает обработку персональных данных другому лицу, ответственность перед субъектом персональных данных за действия указанного лица несет оператор. Лицо, осуществляющее обработку персональных данных по поручению оператора, несет ответственность перед оператором.

7.7. В случае, если оператор поручает обработку персональных данных иностранному физическому лицу или иностранному юридическому лицу, ответственность перед субъектом персональных данных за действия указанных лиц несет оператор и лицо, осуществляющее обработку персональных данных по поручению оператора.

7.8. В соответствии с требованиями Трудового кодекса Российской Федерации, Федерального закона от 10 января 2003 года № 17-ФЗ «О железнодорожном транспорте в Российской Федерации», Федерального закона "Устав автомобильного транспорта и городского наземного электрического транспорта" от 08.11.2007 N 259-ФЗ обработка персональных данных осуществляется при проведении обязательных предварительных (при поступлении на работу) и периодических медицинских осмотров (обследований) для определения пригодности работников для выполнения поручаемой работы и предупреждения профессиональных заболеваний.

**8. Согласие субъекта персональных данных на обработку его персональных данных**

8.1. Субъект персональных данных принимает решение о предоставлении его персональных данных и дает согласие на их обработку свободно, своей волей и в своем интересе. Согласие на обработку персональных данных должно быть конкретным, предметным, информированным, сознательным и однозначным. Согласие на обработку персональных данных может быть дано субъектом персональных данных или его представителем в любой позволяющей подтвердить факт его получения форме, если иное не установлено федеральным законом. В случае получения согласия на обработку персональных данных от представителя субъекта персональных данных полномочия данного представителя на дачу согласия от имени субъекта персональных данных проверяются оператором.

8.2. Согласие на обработку персональных данных может быть отозвано субъектом персональных данных. В случае отзыва субъектом персональных данных согласия на обработку персональных данных оператор вправе продолжить обработку персональных данных без согласия субъекта персональных данных при наличии оснований, указанных в [пунктах 2 - 11 части 1 статьи 6](https://study.garant.ru/#/document/12148567/entry/6012), [части 2 статьи 10](https://study.garant.ru/#/document/12148567/entry/1002) и [части 2 статьи 11](https://study.garant.ru/#/document/12148567/entry/1102) Федерального закона «О персональных данных».

8.3. Обязанность предоставить доказательство получения согласия субъекта персональных данных на обработку его персональных данных или доказательство наличия оснований, указанных в [пунктах 2 - 11 части 1 статьи 6](https://study.garant.ru/#/document/12148567/entry/6012), [части 2 статьи 10](https://study.garant.ru/#/document/12148567/entry/1002) и [части 2 статьи 11](https://study.garant.ru/#/document/12148567/entry/1102) Федерального закона «О персональных данных», возлагается на оператора.

8.4. В случаях, предусмотренных федеральным законом, обработка персональных данных осуществляется только с согласия в письменной форме субъекта персональных данных. Равнозначным содержащему собственноручную подпись субъекта персональных данных согласию в письменной форме на бумажном носителе признается согласие в форме электронного документа, подписанного в соответствии с федеральным законом электронной подписью. Согласие в письменной форме субъекта персональных данных на обработку его персональных данных должно включать в себя, в частности:

1) фамилию, имя, отчество, адрес субъекта персональных данных, номер основного документа, удостоверяющего его личность, сведения о дате выдачи указанного документа и выдавшем его органе;

2) фамилию, имя, отчество, адрес представителя субъекта персональных данных, номер основного документа, удостоверяющего его личность, сведения о дате выдачи указанного документа и выдавшем его органе, реквизиты доверенности или иного документа, подтверждающего полномочия этого представителя (при получении согласия от представителя субъекта персональных данных);

3) наименование или фамилию, имя, отчество и адрес оператора, получающего согласие субъекта персональных данных;

4) цель обработки персональных данных;

5) перечень персональных данных, на обработку которых дается согласие субъекта персональных данных;

6) наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению оператора, если обработка будет поручена такому лицу;

7) перечень действий с персональными данными, на совершение которых дается согласие, общее описание используемых оператором способов обработки персональных данных;

8) срок, в течение которого действует согласие субъекта персональных данных, а также способ его отзыва, если иное не установлено федеральным законом;

9) подпись субъекта персональных данных.

8.5. Порядок получения в форме электронного документа согласия субъекта персональных данных на обработку его персональных данных в целях предоставления государственных и муниципальных услуг, а также услуг, которые являются необходимыми и обязательными для предоставления государственных и муниципальных услуг, устанавливается Правительством Российской Федерации.

8.6. В случае недееспособности субъекта персональных данных согласие на обработку его персональных данных дает законный представитель субъекта персональных данных.

8.7. В случае смерти субъекта персональных данных согласие на обработку его персональных данных дают наследники субъекта персональных данных, если такое согласие не было дано субъектом персональных данных при его жизни.

8.8. Персональные данные могут быть получены оператором от лица, не являющегося субъектом персональных данных, при условии предоставления оператору подтверждения наличия оснований, указанных в [пунктах 2 - 11 части 1 статьи 6](https://study.garant.ru/#/document/12148567/entry/6012), [части 2 статьи 10](https://study.garant.ru/#/document/12148567/entry/1002) и [части 2 статьи 11](https://study.garant.ru/#/document/12148567/entry/1102) Федерального закона «О персональных данных».

8.9. [Требования](https://study.garant.ru/#/document/400668442/entry/1000) к содержанию согласия на обработку персональных данных, разрешенных субъектом персональных данных для распространения, устанавливаются уполномоченным органом по защите прав субъектов персональных данных.

**9.  Особенности обработки персональных данных, разрешенных субъектом персональных данных для распространения**

9.1. Согласие на обработку персональных данных, разрешенных субъектом персональных данных для распространения, оформляется отдельно от иных согласий субъекта персональных данных на обработку его персональных данных. Оператор обязан обеспечить субъекту персональных данных возможность определить перечень персональных данных по каждой категории персональных данных, указанной в согласии на обработку персональных данных, разрешенных субъектом персональных данных для распространения.

9.2. В случае раскрытия персональных данных неопределенному кругу лиц самим субъектом персональных данных без предоставления оператору согласия, предусмотренного настоящей статьей, обязанность предоставить доказательства законности последующего распространения или иной обработки таких персональных данных лежит на каждом лице, осуществившем их распространение или иную обработку.

9.3. В случае, если персональные данные оказались раскрытыми неопределенному кругу лиц вследствие правонарушения, преступления или обстоятельств непреодолимой силы, обязанность предоставить доказательства законности последующего распространения или иной обработки таких персональных данных лежит на каждом лице, осуществившем их распространение или иную обработку.

9.4. В случае, если из предоставленного субъектом персональных данных согласия на обработку персональных данных, разрешенных субъектом персональных данных для распространения, не следует, что субъект персональных данных согласился с распространением персональных данных, такие персональные данные обрабатываются оператором, которому они предоставлены субъектом персональных данных, без права распространения.

9.5. В случае, если из предоставленного субъектом персональных данных согласия на обработку персональных данных, разрешенных субъектом персональных данных для распространения, не следует, что субъект персональных данных не установил запреты и условия на обработку персональных данных, предусмотренные [частью 9](https://study.garant.ru/#/document/12148567/entry/10109) настоящей статьи, или если в предоставленном субъектом персональных данных таком согласии не указаны категории и перечень персональных данных, для обработки которых субъект персональных данных устанавливает условия и запреты в соответствии с частью 9 настоящей статьи, такие персональные данные обрабатываются оператором, которому они предоставлены субъектом персональных данных, без передачи (распространения, предоставления, доступа) и возможности осуществления иных действий с персональными данными неограниченному кругу лиц.

9.6. Согласие на обработку персональных данных, разрешенных субъектом персональных данных для распространения, может быть предоставлено оператору:

1) непосредственно;

2) с использованием информационной системы уполномоченного органа по защите прав субъектов персональных данных.

9.7. [Правила](https://study.garant.ru/#/document/401601890/entry/1000) использования информационной системы уполномоченного органа по защите прав субъектов персональных данных, в том числе порядок взаимодействия субъекта персональных данных с оператором, определяются уполномоченным органом по защите прав субъектов персональных данных.

9.8. Молчание или бездействие субъекта персональных данных ни при каких обстоятельствах не может считаться согласием на обработку персональных данных, разрешенных субъектом персональных данных для распространения.

9.9. В согласии на обработку персональных данных, разрешенных субъектом персональных данных для распространения, субъект персональных данных вправе установить запреты на передачу (кроме предоставления доступа) этих персональных данных оператором неограниченному кругу лиц, а также запреты на обработку или условия обработки (кроме получения доступа) этих персональных данных неограниченным кругом лиц. Отказ оператора в установлении субъектом персональных данных запретов и условий, предусмотренных настоящей статьей, не допускается.

9.10. Оператор обязан в срок не позднее трех рабочих дней с момента получения соответствующего согласия субъекта персональных данных опубликовать информацию об условиях обработки и о наличии запретов и условий на обработку неограниченным кругом лиц персональных данных, разрешенных субъектом персональных данных для распространения.

9.11. Установленные субъектом персональных данных запреты на передачу (кроме предоставления доступа), а также на обработку или условия обработки (кроме получения доступа) персональных данных, разрешенных субъектом персональных данных для распространения, не распространяются на случаи обработки персональных данных в государственных, общественных и иных публичных интересах, определенных законодательством Российской Федерации.

9.12. Передача (распространение, предоставление, доступ) персональных данных, разрешенных субъектом персональных данных для распространения, должна быть прекращена в любое время по требованию субъекта персональных данных. Данное требование должно включать в себя фамилию, имя, отчество (при наличии), контактную информацию (номер телефона, адрес электронной почты или почтовый адрес) субъекта персональных данных, а также перечень персональных данных, обработка которых подлежит прекращению. Указанные в данном требовании персональные данные могут обрабатываться только оператором, которому оно направлено.

9.13. Действие согласия субъекта персональных данных на обработку персональных данных, разрешенных субъектом персональных данных для распространения, прекращается с момента поступления оператору требования, указанного в [части 12](https://study.garant.ru/#/document/12148567/entry/10112) настоящей статьи.

9.14. Субъект персональных данных вправе обратиться с требованием прекратить передачу (распространение, предоставление, доступ) своих персональных данных, ранее разрешенных субъектом персональных данных для распространения, к любому лицу, обрабатывающему его персональные данные, в случае несоблюдения положений настоящей статьи или обратиться с таким требованием в суд. Данное лицо обязано прекратить передачу (распространение, предоставление, доступ) персональных данных в течение трех рабочих дней с момента получения требования субъекта персональных данных или в срок, указанный во вступившем в законную силу решении суда, а если такой срок в решении суда не указан, то в течение трех рабочих дней с момента вступления решения суда в законную силу.

9.15. Требования настоящей статьи не применяются в случае обработки персональных данных в целях выполнения возложенных законодательством Российской Федерации на государственные органы, муниципальные органы, а также на подведомственные таким органам организации функций, полномочий и обязанностей.

**10. Обеспечение конфиденциальности персональных данных**

10.1. В соответствии с требованиями Федерального закона от 27 июля 2006 года № 152-ФЗ «О персональных данных», Федерального закона от 21 ноября 2011 года № 323-ФЗ раскрытие и распространение третьим лицам персональных данных, а также сведения о факте обращения гражданина за оказанием медицинской помощи, состоянии его здоровья и диагнозе, иные сведения, полученные при его медицинском обследовании и лечении, осуществляется с согласия субъекта персональных данных, если иное не предусмотрено федеральным законодательством.

В соответствии с требованиями статьи Трудового кодекса Российской Федерации передача персональных данных работника третьей стороне осуществляется с его письменного согласия, если иное не предусмотрено федеральным законодательством.

10.2. Передача персональных данных субъектов персональных данных, проходящих медицинские осмотры, медицинские исследования и лечение третьим лицам без согласия субъекта персональных данных осуществляется в следующих случаях:

- в соответствии с требованиями Федерального закона от 29 ноября 2010 № 326 «Об обязательном медицинском страховании в Российской Федерации» и договорами, заключаемыми субъектами (работодателем) со страховыми компаниями, в целях ведения персонифицированного учета сведений о медицинской помощи, оказанной застрахованным лицам, осуществляется передача сведений о субъекте персональных данных в территориальные фонды ОМС, ДМС, негосударственные страховые компании.

- в соответствии с требованиями Федерального закона от 21 ноября 2011 года № 323-ФЗ «Об основах охраны здоровья граждан в Российской Федерации»:

в целях проведения медицинского обследования и лечения гражданина, который в результате своего состояния не способен выразить свою волю;

- при угрозе распространения инфекционных заболеваний, массовых отравлений и поражений;

- по запросу органов дознания и следствия, суда в связи с проведением расследования или судебным разбирательством, по запросу органов прокуратуры в связи с осуществлением ими прокурорского надзора, по запросу органа уголовно-исполнительной системы в связи с исполнением уголовного наказания и осуществлением контроля за поведением условно осужденного, осужденного, в отношении которого отбывание наказания отсрочено, и лица, освобожденного условно-досрочно;

- в случае оказания медицинской помощи несовершеннолетнему, для информирования одного из его родителей или иного законного представителя;

- в целях информирования органов внутренних дел о поступлении пациента, в отношении которого имеются достаточные основания полагать, что вред его здоровью причинен в результате противоправных действий;

- в целях проведения военно-врачебной экспертизы по запросам военных комиссариатов, кадровых служб и военно-врачебных (врачебно-летных) комиссий федеральных органов исполнительной власти, в которых федеральным законом предусмотрена военная и приравненная к ней служба;

- в целях расследования несчастного случая на производстве и профессионального заболевания, а также несчастного случая с обучающимся во время пребывания в организации, осуществляющей образовательную деятельность;

- при обмене информацией медицинскими организациями, в том числе размещенной в медицинских информационных системах, в целях оказания медицинской помощи с учетом требований законодательства Российской Федерации о персональных данных;

- в целях осуществления учета и контроля в системе обязательного социального страхования;

- в целях осуществления контроля качества и безопасности медицинской деятельности в соответствии с настоящим Федеральным законом;

- в целях представления отчетности по видам, формам, в сроки и в объеме, которые установлены уполномоченным федеральным органом исполнительной власти.

- по иным основаниям, указанным в ст. 13. Федерального закона от 21 ноября 2011 года № 323-ФЗ «Об основах охраны здоровья граждан в Российской Федерации».

10.3. Передача персональных данных работников учреждения без их согласия осуществляется в следующих случаях:

- в соответствии с требованиями Трудового кодекса Российской Федерации в случае, когда это необходимо в целях предупреждения угрозы жизни и здоровью работника, а также в других случаях, предусмотренных настоящим Кодексом или иными федеральными законами.

- в соответствии с требованиями Налогового кодекса Российской Федерации представляются в налоговый орган по месту своего учета сведения о доходах физических лиц истекшего налогового периода и суммах начисленных, удержанных и перечисленных в бюджетную систему Российской Федерации за этот налоговый период.

- в соответствии с пунктом 5 статьи 19, пункта 1 статьи 21 Федерального закона от 21 ноября 2011 года № 323-ФЗ «Об основах охраны здоровья граждан в Российской Федерации» в целях информационного обеспечения пациентов в учреждении могут создаваться общедоступные источники персональных данных о врачах-специалистах (доска объявлений, информация на сайте и т.п.). В общедоступные источники персональных данных без согласия субъекта персональных данных могут включаться фамилия, имя, отчество, структурное подразделение, должность, сведения о квалификации врача-специалиста, стаж работы.

10.4. Трансграничная передача персональных данных может осуществляться в соответствии с Федеральным законом от 27 июля 2006 года № 152-ФЗ «О персональных данных» на территории иностранных государств, являющихся сторонами Конвенции Совета Европы о защите физических лиц при автоматизированной обработке персональных данных, а также иных иностранных государств, обеспечивающих адекватную защиту прав субъектов персональных данных, при условии соответствия положениям указанной Конвенции действующих в соответствующем государстве норм права и применяемых мер по обеспечению конфиденциальности и безопасности персональных данных при их обработке и может быть запрещена или ограничена в целях защиты основ конституционного строя Российской Федерации, нравственности, здоровья, прав и законных интересов граждан, обеспечения обороны страны и безопасности государства, защиты экономических и финансовых интересов Российской Федерации, обеспечения дипломатическими и международно-правовыми средствами защиты прав, свобод и интересов граждан Российской Федерации, суверенитета, безопасности, территориальной целостности Российской Федерации и других ее интересов на международной арене с даты принятия уполномоченным органом по защите прав субъектов персональных данных решения, предусмотренного [частью 12](https://study.garant.ru/#/document/12148567/entry/1212) статьи 12. Федерального закона «О персональных данных».

Трансграничная передача персональных данных на территории иностранных государств, не обеспечивающих адекватной защиты прав субъектов персональных данных, может осуществляться в случаях:

- наличия согласия в письменной форме субъекта персональных данных на трансграничную передачу его персональных данных;

- предусмотренных международными договорами Российской Федерации;

- предусмотренных федеральными законами, если это необходимо в целях защиты основ конституционного строя Российской Федерации, обеспечения обороны страны и безопасности государства, а также обеспечения безопасности устойчивого и безопасного функционирования транспортного комплекса, защиты интересов личности, общества и государства в сфере транспортного комплекса от актов незаконного вмешательства;

- исполнения договора, стороной которого является субъект персональных данных;

- защиты жизни, здоровья, иных жизненно важных интересов субъекта персональных данных или других лиц при невозможности получения согласия в письменной форме субъекта персональных данных.

10.5. Учреждение вправе, на основании заключаемого договора поручить обработку персональных данных другому юридическому лицу или индивидуальному предпринимателю с согласия субъектов персональных данных. Юридическое лицо или индивидуальный предприниматель, осуществляющие обработку персональных данных по поручению учреждения обязаны соблюдать принципы и правила обработки персональных данных, предусмотренные законодательством Российской Федерации в области персональных данных и обеспечения условий конфиденциальности и безопасности персональных данных при их обработке.

**11. Прекращение обработки персональных данных**

11.1. Прекращение автоматизированной обработки персональных данных субъектов персональных данных, проходящих медицинские осмотры, медицинские исследования и лечение в информационных системах персональных данных осуществляется:

- по письменному требованию субъектов персональных данных, немедленно, после завершения производства расчетов за оказанные медицинские и медико-социальные услуги;

- по истечению сроков хранения медицинских документов и составляет 25 (двадцать пять) лет.

11.2. Прекращение неавтоматизированной обработки персональных данных субъектов, проходящих медицинские осмотры, медицинские исследования и лечение, и уничтожение документов, содержащих персональные данные, осуществляется по истечению сроков хранения медицинских документов, которые составляют 25 (двадцать пять) лет, с момента оказания последней медицинской услуги в соответствии с требованиями приказов Министерства здравоохранения и бухгалтерской отчетности.

11.3. Прекращение автоматизированной обработки персональных данных работников учреждения в информационных системах персональных данных осуществляется:

- при прекращении договорных отношений с работниками и физическими лицами;

- по истечению сроков представления (хранения) бухгалтерской отчетности.

11.4. Прекращение неавтоматизированной обработки персональных данных работников учреждения и уничтожение документов, содержащих персональные данные, осуществляется:

- по истечению сроков хранения документов по личному составу и бухгалтерской отчетности, которые составляют до семидесяти пяти лет.

- при ликвидации учреждения.

**12. Права и обязанности субъекта персональных данных и учреждения**

12.1. Субъект персональных данных обязан:

- предоставить достоверные персональные данные, необходимые для исполнения договора, оказания услуги, идентификации субъекта персональных данных, а также в иных случаях, предусмотренных Федеральным законодательством Российской Федерации.

12.2. Субъект персональных данных имеет право:

- получать информацию и сведения, касающиеся обработки его персональных данных, в порядке, форме и сроки, установленные Федеральным законом от 27 июля 2006 года № 152-ФЗ «О персональных данных»;

- на уточнение его персональных данных, их блокирование или уничтожение в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав;

- отозвать свое согласие на обработку персональных данных;

- обжаловать действия или бездействие оператора в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке;

- на защиту своих прав и законных интересов, в том числе на возмещение убытков и (или) компенсацию морального вреда в судебном порядке;

- осуществление иных прав, в соответствии с положениями ст. ст. 14., 15. и 16. Федерального закона «О персональных данных».

12.3. Учреждение обязано:

- организовывать и осуществлять медицинскую деятельность в соответствии с законодательными и иными нормативными правовыми актами Российской Федерации, в том числе порядками оказания медицинской помощи и на основе стандартов медицинской помощи, а также в соответствии с Клиническими рекомендациями;

- вести медицинскую документацию в установленном порядке и представлять отчетность по видам, формам, в сроки и в объеме, которые установлены уполномоченным федеральным органом исполнительной власти;

- принимать необходимые меры для выполнения обязанностей оператора, предусмотренных законодательством Российской Федерации в сфере обработки и защиты персональных данных;

- разъяснять субъекту персональных данных юридические последствия отказа предоставить персональные данные, если это является обязательным в соответствии с законодательством Российской Федерации;

- осуществлять блокирование неправомерно обрабатываемых персональных данных;

- осуществлять прекращение обработки персональных данных в соответствии с законодательством Российской Федерации;

- уведомлять субъекта персональных данных об устранении допущенных нарушений или уничтожении его персональных данных;

- предоставлять по просьбе субъекта персональных данных или его представителя информацию, касающуюся обработки его персональных данных, в порядке, установленном законодательством Российской Федерации и нормативно-правовыми актами;

- учитывать, при обработке персональных данных, требования Трудового кодекса РФ.

- соблюдать положения ст. ст. 18., 18.1., 20. И 21. Федерального закона «О персональных данных»;

- в [порядке](https://study.garant.ru/#/document/406415719/entry/1000), определенном федеральным органом исполнительной власти (Приказ ФСБ России от 13 февраля 2023 г. N 77 "Об утверждении порядка взаимодействия операторов с государственной системой обнаружения, предупреждения и ликвидации последствий компьютерных атак на информационные ресурсы Российской Федерации, включая информирование ФСБ России о компьютерных инцидентах, повлекших неправомерную передачу (предоставление, распространение, доступ) персональных данных"), уполномоченным в области обеспечения безопасности, обеспечивать взаимодействие с государственной системой обнаружения, предупреждения и ликвидации последствий компьютерных атак на информационные ресурсы Российской Федерации, включая информирование его о компьютерных инцидентах, повлекших неправомерную передачу (предоставление, распространение, доступ) персональных данных

12.4. Учреждение имеет право:

- обрабатывать персональные данные субъекта персональных данных в соответствии с заявленной целью;

- требовать от субъекта персональных данных предоставления достоверных персональных данных, необходимых для исполнения договора, оказания услуги, идентификации субъекта персональных данных, а также в иных случаях, предусмотренных Федеральным законодательством Российской Федерации;

- обрабатывать персональные данные субъекта, предоставлять персональные данные субъекта третьим лицам без его согласия, если это предусмотрено Федеральным законодательством Российской Федерации;

- поручать обработку персональных данных другим лицам с согласия субъекта персональных данных;

- отказывать в предоставлении персональных данных в случаях, предусмотренных законодательством.

**13. Обеспечение безопасности персональных данных**

13.1 Важнейшим условием реализации целей деятельности учреждения, является обеспечение необходимого и достаточного уровня защищенности информационных систем персональных данных, соблюдения конфиденциальности, целостности и доступности обрабатываемых персональных данных, сохранности материальных носителей сведений, содержащих персональные данные, на всех этапах работы с ними.

Обеспечение безопасности обрабатываемых персональных данных осуществляется с применением комплексной системы организационно-технических и правовых мероприятий по защите информации, с учетом требований законодательства Российской Федерации о персональных данных, принятых в соответствии с ним нормативных правовых актов. Система информационной безопасности непрерывно развивается и совершенствуется на базе требований стандартов информационной безопасности.

Учреждение принимает необходимые правовые, организационные и технические меры или обеспечивает их принятие для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.

13.2. В целях организации и обеспечения безопасности персональных данных обеспечиваются следующие меры:

- назначение должностных лиц, ответственных за организацию обработки и защиты персональных данных;

- определение и оценка угроз безопасности персональных данных при их обработке в информационных системах персональных данных;

- принятие локальных нормативных актов, разработка организационно-распорядительных документов по защите персональных данных;

- назначение должностных лиц, ответственных за обеспечение безопасности персональных данных в информационных системах;

- создание необходимых условий для работы с материальными носителями и информационными системами, в которых обрабатываются персональные данные и исключающих несанкционированный доступ к ним;

- ограничение круга должностных лиц, имеющих доступ к персональным данным;

- ознакомление работников с требованиями федерального законодательства и нормативных документов по обработке и защите персональных данных;

- реализация разрешительной системы доступа пользователей к информационным ресурсам, программно-аппаратным средствам обработки и защиты информации;

- регистрация и учёт действий пользователей информационных систем персональных данных;

- применение средств разграничения и контроля доступа к информации, информационным ресурсам, информационным системам, коммуникационным портам, устройствам ввода-вывода информации, съёмным машинным носителям и внешним накопителям информации;

- реализация парольной защиты при осуществлении доступа пользователей к информационной системе персональных данных;

- применением прошедших в установленном порядке процедуру оценки соответствия средств защиты информации;

- применение средств межсетевого экранирования;

- осуществление антивирусного защиты, предотвращение внедрения вредоносных программ;

- применение средств криптографической защиты информации для обеспечения безопасности персональных данных при передаче по открытым каналам связи;

- установление запрета на передачу персональных данных по открытым каналам связи и сети общего пользования «Интернет»;

- размещение баз данных информации, содержащей персональные данные граждан Российской Федерации на собственных информационных ресурсах, принадлежащих учреждению, на территории Российской Федерации;

- учет и хранение материальных носителей персональных данных в условиях, обеспечивающих их сохранность;

- обеспечение раздельного хранения материальных носителей персональных данных, на которых содержатся персональные данные разных категорий или содержатся персональные данные, обработка которых осуществляется в разных целях;

- резервное копирование информации и восстановления персональных данных;

- централизованное управление системой защиты персональных данных;

- обучение работников, использующих средства защиты информации, применяемые в информационных системах персональных данных, правилам работы с ними;

- оценку эффективности принимаемых мер по обеспечению безопасности персональных данных;

- обнаружение фактов несанкционированного доступа к персональным данным и принятие мер;

- размещение технических средств обработки персональных данных, в пределах границ охраняемой территории;

- обеспечение пропускного режима на территорию учреждения;

- обеспечение контроля за порядком обработки персональных данных и обеспечения их безопасности, поддержания установленного уровня защищенности информационных систем персональных данных;

- иные меры, предусмотренные ст. 19. Федерального закона «О персональных данных».

**14. Уведомление об обработке персональных данных**

14.1. Оператор (учреждение) до начала обработки персональных данных обязан уведомить уполномоченный орган по защите прав субъектов персональных данных о своем намерении осуществлять обработку персональных данных, за исключением случаев, предусмотренных [частью 2](https://study.garant.ru/#/document/12148567/entry/2202) статьи 22. Федерального закона «О персональных данных».

14.2. Оператор (учреждение) вправе осуществлять без уведомления уполномоченного органа по защите прав субъектов персональных данных обработку персональных данных:

- включенных в государственные информационные системы персональных данных, созданные в целях защиты безопасности государства и общественного порядка;

- в случае, если оператор осуществляет деятельность по обработке персональных данных исключительно без использования средств автоматизации;

- обрабатываемых в случаях, предусмотренных [законодательством](https://study.garant.ru/#/document/12151931/entry/0) Российской Федерации о транспортной безопасности, в целях обеспечения устойчивого и безопасного функционирования транспортного комплекса, защиты интересов личности, общества и государства в сфере транспортного комплекса от актов незаконного вмешательства.

14.3. Уведомление, предусмотренное [частью 1](https://study.garant.ru/#/document/12148567/entry/2201) настоящей статьи, направляется в виде документа на бумажном носителе или в форме электронного документа и подписывается уполномоченным лицом. Уведомление должно содержать следующие сведения:

1) наименование (фамилия, имя, отчество), адрес оператора;

2) цель обработки персональных данных;

3) описание мер, предусмотренных [статьями 18.1](https://study.garant.ru/#/document/12148567/entry/181) и [19](https://study.garant.ru/#/document/12148567/entry/19) Федерального закона «О персональных данных», в том числе сведения о наличии шифровальных (криптографических) средств и наименования этих средств;

3.1) фамилия, имя, отчество физического лица или наименование юридического лица, ответственных за организацию обработки персональных данных, и номера их контактных телефонов, почтовые адреса и адреса электронной почты;

4) дата начала обработки персональных данных;

5) срок или условие прекращения обработки персональных данных;

6) сведения о наличии или об отсутствии трансграничной передачи персональных данных в процессе их обработки;

6.1) сведения о месте нахождения базы данных информации, содержащей персональные данные граждан Российской Федерации;

6.2) фамилия, имя, отчество физического лица или наименование юридического лица, имеющих доступ и (или) осуществляющих на основании договора обработку персональных данных, содержащихся в государственных и муниципальных информационных системах;

7) сведения об обеспечении безопасности персональных данных в соответствии с требованиями к защите персональных данных, установленными Правительством Российской Федерации.

14.4. При предоставлении сведений, предусмотренных [частью 3](https://study.garant.ru/#/document/12148567/entry/2203) статьи 22 Федерального закона «О персональных данных», оператор (учреждение) для каждой цели обработки персональных данных указывает категории персональных данных, категории субъектов, персональные данные которых обрабатываются, правовое основание обработки персональных данных, перечень действий с персональными данными, способы обработки персональных данных.

14.5. В случае изменения сведений, указанных в [части 3](https://study.garant.ru/#/document/12148567/entry/2203) статьи 22. Федерального закона «О персональных данных», оператор не позднее 15-го числа месяца, следующего за месяцем, в котором возникли такие изменения, обязан уведомить уполномоченный орган по защите прав субъектов персональных данных обо всех произошедших за указанный период изменениях. В случае прекращения обработки персональных данных оператор обязан уведомить об этом уполномоченный орган по защите прав субъектов персональных данных в течение десяти рабочих дней с даты прекращения обработки персональных данных.

14.6. [Формы](https://study.garant.ru/#/multilink/12148567/paragraph/331193/number/0) уведомлений, предусмотренных [частями 1](https://study.garant.ru/#/document/12148567/entry/2201), [4.1](https://study.garant.ru/#/document/12148567/entry/2241) и [7](https://study.garant.ru/#/document/12148567/entry/2207) статьи 22. Федерального закона «О персональных данных», устанавливаются уполномоченным органом по защите прав субъектов персональных данных.

**15. Уничтожение персональных данных**

15.1.В соответствии с положениями Приказа Федерального архивного агентства от 31 июля 2023 г. N 77 "Об утверждении Правил организации хранения, комплектования, учета и использования документов Архивного фонда Российской Федерации и других архивных документов в государственных органах, органах местного самоуправления и организациях" документы, содержащие персональные данные, а также содержащие информацию ограниченного доступа, должны уничтожаться в учреждении путем механического измельчения (шредирования) или иным способом, исключающим возможность восстановить содержание документов.

15.2. документы, содержащие персональные данные, а также содержащие информацию ограниченного доступа, в электронном виде - стираются с информационных носителей либо физически уничтожаются сами носители, на которых хранится информация.

**16. Подтверждение уничтожения персональных данных**

16.1. Подтверждение уничтожения персональных данных осуществляется в соответствии с положениями Приказа Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций от 28 октября 2022 г. N 179 "Об утверждении Требований к подтверждению уничтожения персональных данных".

1. **Автоматизированная обработка персональных данных**

17.1. Учреждение имеет право осуществлять сбор и обработку следующих, но не ограничиваясь, данных в автоматическом режиме:

- дата посещения страницы учреждения в сети «Интернет»;

- данные о сессии;

- данные о посещаемых страницах;

- IP адрес;

- данные cookie-файла;

- данные об используемом браузере и операционной системе.

* 1. На сайте учреждения размещен код счетчика Яндекс.Метрики, собирающий персональные данные Посетителей в автоматическом режиме. Перечень собираемых данных:

- дата посещения;

- время пребывания на сайте;

- источник перехода;

- страница входа;

- история посещения страниц;

- IP адрес;

- данные об используемом браузере.

17.3. В случае отзыва Согласия на обработку персональных данных учреждение блокирует данные субъекта персональных данных (пользователя сайта). При этом субъекту персональных данных (пользователю) может быть ограничен доступ к некоторым сервисам сайта, требующим идентификацию субъекта (пользователя).

17.4. Обработка полученных учреждением персональных данных пользователей сайта включает: автоматизированную обработку с использованием средств вычислительной техники, сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.

17.5. Учреждение не хранит данные о банковских картах пользователей. Персональные данные пользователей (фамилия, имя, данные о банковской карте, адрес электронной почты) передаются третьей стороне, оказывающей услуги интернет эквайринга в соответствии с договором.

17.6. Учреждение вправе передавать персональные данные субъектов (пользователей) органам дознания и следствия, иным уполномоченным органам по основаниям, предусмотренным действующим законодательством Российской Федерации.

17.7. Обеспечение безопасности персональных данных.

17.7.1. С целью обеспечения безопасности персональных данных, полученных через сайт, и защиты от несанкционированного доступа, повреждения или уничтожения учреждение принимает технические и организационные меры, а именно, но не ограничиваясь:

- своевременные выявление, оценка и прогнозирование источников угроз информационной безопасности, причин и условий, способствующих нанесению ущерба заинтересованным субъектам информационных отношений, нарушению нормального функционирования сайта учреждения;

- проведение работ по резервному копированию данных;

- разграничение доступа субъектов (пользователей) к сайту учреждения (возможность доступа только к тем ресурсам и выполнения только тех операций с ними, которые необходимы конкретным сотрудникам для выполнения своих служебных обязанностей), то есть защиту от несанкционированного доступа;

- защиту от несанкционированной модификации сайта учреждения: защиту системы от SQL-инжекций, защиту от фишинга через редирект, атак через XSS, внедрения скриптов и фреймов, включая компьютерные вирусы, защиту сессий пользователей от перехвата;

- установка защищенного режима передачи персональных данных от пользователя с использованием 128-битного протокола шифрования SSL;

- ограничение доступа сотрудников в помещение, в котором расположен сервер с персональными данными и установка видеонаблюдения;

- логирование действий с персональными данными, совершенных субъектами (пользователями);

- идентификация субъектов (пользователей), выполняющих действия с персональными данными с помощью логина, пароля и записью данных об IP-адресе;

17.8. Персональные данные субъектов (пользователей) хранятся на серверах, физически расположенных на территории Российской Федерации по адресу: 398005 г. Липецк, пл. Металлургов, д. 1

17.9. Актуализация, исправление удаление и уничтожение персональных данных.

17.9.1. В случае истечения сроков хранения персональных данных персональные данные субъектов (пользователей) могут быть заблокированы и/или уничтожены.

**18. Заключительные положения**

18.1. Положения настоящей Политики являются обязательными для исполнения всеми работниками Ассоциации «НМЦ», имеющими доступ к персональным данным.

18.2. Ассоциация «НМЦ», а также её работники в соответствии с законодательством Российской Федерации несут гражданско-правовую, административную и уголовную ответственность за несоблюдение принципов и условий обработки персональных данных, а также за разглашение или незаконное использование персональных данных.